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1 ABOUT THIS PRIVACY POLICY 

1.1 OceanaGold Corporation and its subsidiaries and related entities (referred to as 

OceanaGold, we, us or our) has implemented this Privacy Policy (Policy) to provide 

information about the types of Personal Information we may collect or hold, how we collect, 

hold, use and disclose that Personal Information, choices you have regarding our use of that 

Personal Information, and your ability to access or correct that Personal Information.  If you 

wish to make any inquiries regarding this Policy, you should contact our Privacy Officer. 

1.2 This Policy applies to the use of your Personal Information by OceanaGold unless otherwise 

stated.    

1.3 To the extent this Policy is inconsistent with applicable local laws, those local laws will prevail 

over this Policy to the extent of such inconsistency in relation to the collection, storage, use 

and disclosure of Personal Information in those jurisdictions. 

2 PERSONAL INFORMATION 

2.1 "Personal Information" is information or an opinion, whether true or not, and whether 

recorded in a material form or not, about an identified or identifiable individual.  Personal 

Information also includes any information within the meaning given to that term or to similar 

terms (such as "personally identifiable information" or "personal data") under applicable local 

laws. 

3 WHOSE PERSONAL INFORMATION DO WE COLLECT? 

3.1 We collect and record Personal Information in the course of our business activities from a 

range of individuals, including representatives of our suppliers, customers, agents, 

community groups, industry associations, financiers, joint venture or business partners, our 

shareholders and investors, employees and contractors, job applicants, and users of our 

website. 

4 WHAT PERSONAL INFORMATION DO WE COLLECT AND HOLD 

4.1 OceanaGold may collect a range of Personal Information in the course of our business 

activities, including your name, age and/or date of birth, contact details including telephone 

numbers and contact addresses, email address, geographic location, gender, identification 

information (eg driving licence details and number), certain financial and payment details, 

occupation and employment details, including employment status and any previous work 

experience, information about our employees and shareholders (including tax file numbers, 

social security numbers and similar information, where relevant), information from or in 

connection with your resume or job application if you apply for a position with us, health and 

medical information about our employees, contractors and visitors, and other information 

relevant to the context of the collection, eg for business-related purposes such as managing 

business relationships. 
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5 HOW AND WHEN DO WE COLLECT PERSONAL INFORMATION? 

Generally 

5.1 Generally, we collect personal information directly from the relevant individual who we deal 

with in the course of carrying out our business and corporate activities, where reasonable 

and practicable.   

5.2 We may also collect Personal Information about you from third parties and other sources 

such as our share registry service and corporate reporting services providers, our related 

entities, or other third parties (such as a recruitment agency or referee in connection with a 

job application).  We may also supplement the information we collect with information from 

other sources, such as publicly available databases and publications and social media 

platforms.  We will only collect your Personal Information from third parties if you have 

authorised us to do so, it is unreasonable or impracticable to collect this information directly 

from you, or if we are otherwise permitted by law to do so.  

5.3 Where the Personal Information we collect includes sensitive information, such as health and 

medical information (including biometric information eg fingerprints) or information relating to 

a person's racial or ethnic origin, political opinions, religion, trade union or other professional 

or trade association membership, sexual orientation, criminal record/criminal history, we will 

ask for your consent to collect that information, unless the law allows us to collect it without 

your consent.   

5.4 Where we engage with you multiple times over a short period in relation to the same matter, 

we may not provide you with a separate notice about privacy each time we engage with you. 

5.5 In most cases, if you choose not to provide your Personal Information to us, we may not be 

able to provide you with requested information or effectively conduct business activities with 

you.  In some circumstances the collection of Personal Information and sensitive information 

from employees or contractors is required in accordance with our policies and/or the 

requirements of a particular role. In those circumstances (subject to applicable local laws), if 

an individual chooses not to provide the Personal Information requested, we may not be able 

to employ or engage that person. 

Employee, contractor and visitor health information  

5.6 We undertake medical assessments and drug and alcohol testing of employees, contractors, 

and visitors, in accordance with our more detailed policies and procedures and in order to 

comply with relevant laws and to protect the health and safety of our workers.  This may 

include pre-employment, exit from employment, post-incident, reasonable cause, random, 

and periodic testing.  

5.7 Subject to applicable local laws, medical assessments may be required for all personnel:  

(a) prior to employment to ensure ability to perform job requirements and that the task 

requirements do not impact on personal health; 

(b) periodically during employment to monitor personnel health and potential impacts 

of exposures; and  

(c) upon termination of employment to assess if workplace exposures have impacted 

adversely on the individual's health. 
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Information collected via our Website including via cookies and other technology 

5.8 Your Personal Information may be collected by us and by our third party service providers 

when you access or use our website.   

5.9 This includes information such as your access times, time zone setting, pages accessed, 

your IP address and any information downloaded.   

5.10 Our Website(s) may also use 'cookies' from time to time.  Cookies are small text files that are 

transferred to a user's computer hard drive by a website for the purpose of storing information 

about a user's identity, browser type or website visiting patterns.  Cookies may be used on 

our Website to monitor web traffic, for example the time of visit, pages visited and some 

system information about the type of computer being used.  We may use this information to 

enhance the content and services offered on our Website. 

5.11 Cookies are sometimes also used to collect information about what pages you visit and the 

type of software you are using. If you access our Website or click-through to our Website 

from a link in an email we send you, a cookie may be downloaded onto your computer's hard 

drive.  Cookies may also be used for other purposes on our Website.  

5.12 You can configure your browser to accept all cookies, reject all cookies, or notify you when a 

cookie is sent.  If you disable the use of cookies on your web browser or remove or reject 

specific cookies from our Website or linked sites then you may not be able to gain access to 

all of the content and facilities in those Websites. 

5.13 Some of the content on our Website includes applications made available by third parties, 

such as social media buttons or links that allow you to share content or links to our Website 

through the relevant third party platforms.  These third party applications themselves may 

facilitate collection of information by those third parties, through your interaction with the 

applications and sometimes even if you do not interact directly with them.  We are not 

responsible for the technical operation of these applications or the collection and use 

practices of the relevant third parties.  Please visit the relevant third party websites to 

understand their privacy practices and options they may make available to you in relation to 

their collection of your Personal Information. 

6 HOW DO WE USE YOUR PERSONAL INFORMATION? 

6.1 We use the Personal Information we collect from you for business-related purposes and 

community engagements, including entering and managing contracts, recruitment and 

rostering,  managing payments and accounts, monitoring workers’ health and potential 

impacts of exposures, ensuring safety and security of workers and onsite visitors (including 

undertaking drug and alcohol testing of staff and visitors to our sites and operations), 

undertaking administration in relation to our shareholders and share registry, promoting our 

industry and providing you with any requested information (such as subscribers to our e-

newsletters), undertaking regulatory and company-required reporting, investigating and 

managing incidents and  return to work plans, monitoring and ensuring adherence to and 

compliance with our policies and procedures, investigating and notifying individuals about 

potential or actual data breaches, and for complying with our statutory and legal obligations. 

 

 



 

 

Approver: Governance and Nomination Committee Approved date: February 2024  Next Review: February 2027 

  Page 6 of 9 

Privacy Policy 

OGC-101-POL-006  

6.2 We reserve the right at all times to monitor, review, retain, and/or disclose any information in 

accordance with, and as necessary to satisfy, any applicable law, but we have no obligation 

to monitor the use of the Website or our corporate email systems or to retain the content of 

any user session.  We may monitor emails sent to and from our workforce and may collect 

Personal Information of third parties in doing so.  We may use this information in connection 

with our business and corporate activities, for example for internal investigations or in 

connection with legal proceedings. 

6.3 You consent to us using your Personal Information in the above ways and as set out in this 

Policy.  

6.4 Subject to applicable local laws, we may also collect, use, disclose or otherwise process 

Personal Information for other purposes not listed in this Policy, for the purpose for which it 

has been collected, for reasonably related secondary purposes, for purposes which have 

been consented to by the individual, and for any other purpose required or permitted under 

applicable law.  We may otherwise handle Personal Information in accordance with any 

exceptions available to us under the law. 

7 WHEN DO WE DISCLOSE YOUR PERSONAL INFORMATION 

7.1 We may share your Personal Information within the group who need to know for business 

and legal reasons, to third parties that provide products and services to us or through us, or 

to other third parties (such as your referee(s) in connection with a job application you have 

submitted).  

7.2 We may also disclose your Personal Information to professional service providers and 

advisors who perform functions on our behalf (such as lawyers), medical providers including 

medical and rehabilitation practitioners for investigating incidents or assessing claims, 

service providers who assist us in administering our business (such as for data storage or 

processing, printing, mailing, marketing, planning and product or service development), and 

to government and regulatory authorities and other organisations as required or authorised 

by law (eg government authorities for the purposes of statutory submissions relating to an 

individual's employment). 

7.3 We may also disclose your Personal Information to third parties in the event that we buy, sell 

or merge any business or assets, including to prospective sellers or buyers and financiers, 

or to any other third parties as authorised by you.   

8 OVERSEAS DISCLOSURES 

8.1 Given the global nature of our operations and business, your Personal Information may be 

disclosed to personnel situated outside your own country and we may use off-shore providers 

in the collection, transfer, storage and handling of Personal Information.  Such country may 

not be required to protect your Personal Information in a way that, overall, provides 

comparable safeguards to those in your own country.  By agreeing to this Policy, you 

authorise the collection, use, storage, and handling of your Personal Information outside of 

your home country.   
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8.2 In particular, your Personal Information may be disclosed to third parties in Australia, the 

Philippines, Canada, USA, Singapore and New Zealand, and such other countries in which 

those parties or their, or our, computer systems may be located from time to time, where it 

may be used for the purposes described in this Policy.  In these circumstances, you authorise 

the collection, use, storage and processing of your Personal Information in those countries, 

which may provide a lower level of protection than applicable data protection laws in your 

country.   

8.3 We will however take reasonable steps to require that any overseas recipient deals with 

Personal Information in a manner that is consistent with applicable laws. 

9 STORAGE AND SECURITY OF PERSONAL INFORMATION HELD BY US 

9.1 We take reasonable steps to secure Personal Information we collect (for example, it is stored 

either electronically or in hard copy and protected by safeguards including physical, technical 

and procedural methods).   

9.2 If we find that we no longer require or have no further need for your Personal Information we 

may de-identify it or remove it from our systems and destroy all record of it, subject to 

applicable local laws requiring its retention.   

9.3 Our Website does not provide facilities for secure transmission of information across the 

Internet.  Users should be aware that there are inherent risks in transmitting information 

across the Internet. 

10 YOU CAN ACCESS AND UPDATE YOUR PERSONAL INFORMATION 

10.1 If you would like to access or obtain a copy of your Personal Information that we hold about 

you, please contact our Privacy Officer.   Sometimes, there may be some legal or 

administrative reasons to deny access.  If we refuse your request to access your Personal 

Information, we will provide you with reasons for the refusal where we are required by law to 

give those reasons.    

10.2 We take reasonable steps to ensure that any Personal Information we collect, use and 

disclose is accurate, complete, relevant, up-to-date and not misleading.  If you consider your 

Personal Information requires correction, you have a right to request us to correct your 

Personal Information, and to provide a statement of correction. Please contact our Privacy 

Officer to correct your Personal Information.  If we choose not to make the correction that you 

have sought and you have provided us with a statement of correction, we will take such steps 

(if any) that are reasonable in the circumstances to ensure that the statement of correction is 

attached to the information in a manner that ensures that it will always be read with the 

information. 

10.3 It would assist us to ensure we properly understand your request, and allow us to respond 

more promptly, if requests are made in writing and include as much detail as possible. 
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11 HOW DO WE DEAL WITH COMPLAINTS ABOUT PRIVACY 

11.1 If you feel that we have not respected your privacy or that we have conducted ourselves 

inconsistently with this Policy, please contact our Privacy Officer.  We will investigate your 

queries and privacy complaints within a reasonable period of time depending on the 

complexity of the query or complaint and notify you of the outcome of our investigation. 

12 UPDATES TO THIS POLICY 

12.1 We may, from time to time, review and update this Policy, including to take into account new 

laws, regulations, practices and technology.  All Personal Information held by us will be 

governed by our most recent Policy, posted on our website.  Any changes to this Policy may 

be advised to you by updating this page on our website.   

13 WHAT TO DO IF YOU HAVE A QUESTION, PROBLEM OR WANT TO 

CONTACT US ABOUT OUR USE OF YOUR PERSONAL INFORMATION 

OR THIS POLICY 

13.1 If you: 

(a) have a query or concern about this Policy or our Personal Information handling 

processes 

(b) wish to make a complaint in relation to a breach of your privacy 

(c) would like to access your Personal Information held by us 

(d) would like to update or correct your Personal Information held by us, or 

(e) would like to opt out of receiving particular electronic communications (where 

possible), 
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Please contact your Privacy Officer: 

Australia: The Philippines: 

Attention: Privacy Officer AUS 

Level 21, 357 Collins Street Melbourne, VIC, 

3000 

Email: privacy@oceanagold.com 

Phone: +61 3 9656 5300 

Attention: Data Protection Officer - Philippines 

2F CJV Building, 108 Aguirre Street 

Legaspi Village, Makati City 

Email: ogpi-dataprotection@oceanagold.com 

Phone: +63 28 779 6699 

New Zealand: US: 

Attention: Privacy Officer NZ 

43 Moresby Avenue 

Waihi 3610 

Email: privacy@oceanagold.com 

Phone: +64 7 863 8192 

Attention: Privacy Officer US 

1209 Orange Street 

Wilmington, DE, 19801 

Email: privacy@oceanagold.com 

Phone: +1 803 475 1220 

Canada:  

Attention: Privacy Officer CA 

Suite 1020 – 400 Burrard Street Vancouver, 

BC, V6C 1M2 

Email: privacy@oceanagold.com 

Phone: +1 604 678 4123 
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